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a b s t r a c t 

A dataset of sensor measurements is presented. Our dataset 

contains discrete measurements of 8 IoT devices located in 

various places in a research lab at the University of Bristol. 

Nordic nRF52840 DK IoT devices periodically collects envi- 

ronmental data, such as temperature, humidity, pressure, gas, 

room light intensity, accelerometer; including also a mea- 

surement quality indicator. The measurements were taken 

every 10 seconds over a six-month period between February 

and September 2022. In addition, we provide Received Signal 

Strength Indicator (RSSI) of the IoT devices. 

The data files are formatted as CSV files. There are various 

software libraries available to access and read this file for- 

mat. We provide “README.txt” file which explains the repos- 

itory and how to use dataset. Each data file is named accord- 

ing to its creation date and, once it reaches a size of 1MB, 

it is compressed and archived. A new folder is created ev- 

ery week to store all the data files from that week auto- 

matically. The dataset can be used for drift detection such 

as malicious or anomaly detection algorithms. It can also be 

used for smart building applications like occupation detec- 

tion. The dataset can be found at https://data.bris.ac.uk/data/ 

dataset/fwlmb11wni392kodtyljkw4n2 
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S
pecifications Table 

Subject Engineering, Electrical and Electronic Engineering, Cryptography and 

Cybersecurity, Embedded Systems, Information Systems 

Specific subject area Smart building, Time series dataset 

Type of data Time series sensor observations from indoor activities of daily work office 

performed by 28 occupants. The sensor readings are generated in 

the form of numeric values. Weekly data is stored as CVS files including 

time(epoch), device IDs, sensor types and measured values. All the CSV files 

are named with the date and time values which were taken when the files are 

saved during the measurement period. 

How the data were acquired The data was acquired using several sensors in a smart building/office 

environment. The sensors were integrated to an IoT Nordic nRF52840 DK 

board. The following sensors were employed: 

(1) “ISL29125” Light Sensors: Collects intensity of the light [1] . 

(2) “MMA8452Q” Accelerometer Sensors [2] . 

(3) “BME680” Environmental Digital Sensors: Comprise of gas (VOC/ CO 2 ), 

pressure, temperature and humidity sensors [3] . 

The sensors were connected to an IoT device equipped with a microcontroller 

and radio capabilities. The Message Queuing Telemetry Transport (MQTT) 

[4] was used as the publish and subscribe communication protocol for 

gathering data and sending it to a central database server for storage. 

Data format The data consists of raw sensor values formatted either as integer or 

floating point data types. The raw data includes time, device ID, sensor type 

and the values only. The device IP addresses are replaced with random 

indicators such as “A”, “B”, “C”. Furthermore, each data value is timestamped 

with a Unix epoch (or Unix time or POSIX time or Unix timestamp) value to 

indicate the time point at which the value was recorded. Each sensor 

associated with the IoT device is indicated with device ID. 

Description of data collection In total, eight identical severely constrained IoT devices were located in 

different locations in the office measuring six different values from each 

sensor every 10 seconds. The data was collected using non-obtrusive 

environmental sensors. In 

order to capture different scenarios within the office environment, on each IoT 

device, 6 different types of sensors were used, namely light, 

movement(accelerometer), temperature, humidity, gas (VOC/ CO 2 ) and pressure 

sensors. In addition to the sensors, we provide Received Signal Strength 

Indicator (RSSI) values from each device. The IoT devices communicate via 

radio with an edge device, consisting of an UMBRELLA node [5] . The edge 

node forwards data to a desktop server to store data. The data was collected 

continuously over a period of six months. 

Data source location Institution: University of Bristol 

City: Bristol 

Country: United Kingdom 

GPS Coordinates: 51.455643, -2.602358 

Data accessibility Repository name: Multi-sensor, Multi-device Smart Building Indoor 

Environmental Dataset 

Data identification number: 10.5523/bris.fwlmb11wni392kodtyljkw4n2 

Direct URL to data: 

https://data.bris.ac.uk/data/dataset/fwlmb11wni392kodtyljkw4n2 

http://creativecommons.org/licenses/by/4.0/
https://data.bris.ac.uk/data/dataset/fwlmb11wni392kodtyljkw4n2
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Value of the Data 

• The rapid increase in the number of IoT applications has resulted in billions of devices be-

ing deployed, producing vast amounts of data. These devices are used for various purposes

such as monitoring indoor air quality, estimating occupancy, detecting drift, and planning

networks. However, gaining access to real-world data presents a significant challenge due to

the reluctance of real-world institutions to disclose it. This limited access makes it difficult

to test, standardize, and compare sensor-related technologies. For example, Chimamiwa et al.

[6] recently provided a dataset of smart homes over a six-month period, and our proposed

dataset has been generated over a similar time frame, with similar sensors, in a working

office environment. The continuous monitoring data provided by our dataset is a valuable re-

source for researchers. Open access to real-world sensor data can benefit the research com-

munity, particularly for those who do not have the resources or time to create comprehensive

datasets. The availability of such datasets can also speed up the development of algorithms

for smart buildings and home automation. 

• Gaining a thorough understanding of the true value of a dataset necessitates taking into ac-

count the contextual information about the environment and the dataset processing. To this

end, we have crafted an openly accessible dataset that has been meticulously collected over a

period of six months, leveraging a diverse set of sensors positioned in multiple rooms within

a bustling environment. In addition, we have thoughtfully included comprehensive details

about the environmental conditions, aimed at providing deeper insights and facilitating the

interpretation of the data. 

• Open access to raw data from sensors will help advance the development of algorithms for

smart office/home environments, such as activity and intrusion detection. Data that has been

collected over an extended period of time continuously provides a valuable opportunity to

evaluate various machine learning algorithms in areas such as identifying patterns in behav-

ior [7] or detecting anomalies [8] . 

• An example of how the dataset can be practically used is to test drift detection algorithms

designed to identify compromised IoT devices that report false data. This type of manip-

ulation can happen gradually over time and can mislead the state of the environment. To

demonstrate this, we assume a device has been hacked and is providing incorrect sensor

readings. We focus on gradual manipulation since sudden changes are easier to detect. Addi-

tionally, there are natural drifts in the data caused by seasonal changes and abnormal scenar-

ios such as temporary HVAC failures resulting in deviations from ideal indoor temperatures.

The dataset can be used to examine both malicious and natural data drifts [13] . Other po-

tential applications of the dataset include occupancy detection, indoor air quality estimation,

and evaluating techniques for addressing missing data in time-series data generation. 

1. Objective 

Real-world datasets tend to be non-stationary due to their nature when their distribu-

tion alters over time. Environmental changes frequently cause anomalous readings in data in

smart building applications and change the trend of the data being streamed. In addition, low-

cost hardware standard in environmental sensing and security gaps in IoT networks leaves the

streamed data open to malicious attacks. 

2. Data Description 

We provide CSV file versions in a file, named according to timestamps. The file tree can be

seen at Table 1 . Every week, a new folder is created automatically, to store all the data files of

the completed week. Every data file is named using the date of creation and when a file reaches
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Table 1 

Sensor readings of an endnote and the data file structure. 

CSV File Content 

Time DeviceId Sensor Value File Tree 

1644607900 H Temperature 24.33499908 …

1644607900 H Humidity 23.83399963 \ —
1644607900 H Pressure 102546 SYNERGIA_Data_Drift 

1644607900 H Gas 535.276001 | README.txt 

1644607900 H Accelerometer 0 | 

1644607900 H Light 3736 \ —files_csv 

1644607900 H MIC 3 (CSV files) 

1644607900 H RSSI 83 

1644607901 C Temperature 20.5450 0 0 08 

1644607901 C Humidity 30.24099922 

1644607901 C Pressure 102557 

Table 2 

Statistical values of the dataset. 

Location Sensor Minimum Maximum Average Standard Deviation 

Room1 Temperature 16.81 45.55 21.95 1.89 

Gas 40 0.0 0 16529.76 2290.62 1929.66 

Humidity 8.77 67.40 39.31 8.64 

MIC 1.00 3.00 2.81 0.48 

Pressure 97871.86 103772.37 101251.60 889.11 

Accelerometer 0.00 0.00 0.00 0.00 

Light 0.00 65535.00 1458.95 3623.73 

Room2 Temperature 17.26 40.17 22.54 1.73 

Gas 40 0.0 0 6350.53 1276.14 860.99 

Humidity 14.74 65.95 38.92 7.97 

MIC 0.00 3.00 2.39 0.89 

Pressure 97869.67 103777.39 101249.54 894.96 

Accelerometer 0.00 0.06 0.00 0.00 

Light 0.00 65535.00 1456.43 3619.48 

Room3 Temperature 15.17 32.97 22.39 1.59 

Gas 40 0.0 0 10362.51 1271.94 890.63 

Humidity 18.29 61.02 37.86 7.91 

MIC 1.00 3.00 2.49 0.84 

Pressure 97919.25 103792.70 101266.88 898.60 

Accelerometer 0.00 0.70 0.00 0.01 

Light 0.00 65535.00 652.85 1712.27 

Room4 Temperature 19.53 29.55 23.21 1.37 

Gas 40 0.0 0 12729.53 2584.04 2078.53 

Humidity 17.97 64.71 36.25 7.89 

MIC 0.00 3.00 2.78 0.52 

Pressure 97836.48 103760.66 101261.19 916.18 

Accelerometer 0.00 0.76 0.00 0.03 

Light 0.00 6232.83 834.96 1395.83 

a  

t  

v  
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e  
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 size of 1MB, it is compressed and archived. Each data file includes 4 columns that represent

he time (Unix Epoch) that data was collected, the device ID, sensor type and the measured

alue. The statistical values of the dataset such as minimum, maximum and standard deviation

s shown Table 2 . 

The visualisation of collected data as shown in the Fig. 1 and Fig. 2 . The data is collected

very 10 seconds for each device and the sensors integrated to them. However, we have some

issing data in May and June due to the electricity cut as shown in Fig. 2 . 
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Fig. 1. Cumulative distribution of collected data. 

Fig. 2. Collected data over six months. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

3. Experimental Design, Materials and Methods 

3.1. Experiment overview 

To collect real-world data, we have deployed an end-to-end IoT network in the University of

Bristol, Communication Systems & Networks (CSN) Research Lab. The lab is actively used by a

significant number of academic personnel and students. The number of occupants changes per

day between 0 and 28. It is located on the second floor thus, it gets exposed to environmental

changes such as seasonal temperature, humidity and light fluctuations. Furthermore, the end-

points are in different locations in the lab as in Fig. 3 to collect varying data due to differenti-

ation between the areas. The network consists of eight stationary severely resource-constrained

IoT endpoints, an additional device acting as the “edge’’, and a server for data collection and con-

trolling the experiment. Each IoT endpoint hosts sensors providing temperature, humidity, pres-

sure, gas, accelerometer, and light readings. We collected two additional pieces of information:

the measurements’ accuracy value, calculated by the environmental sensors and the received

signal strength indicator(RSSI) [9] . The measurements are sampled periodically, every 10 sec-

onds, and sent from the endpoints to the edge device. The experiment started in February 2022,

collecting, so far. We provide data which was collected until September 2022 over six-month

period. We stored the sensor readings in the server cloud in CSV file format via an application

we developed. In our analysis, only four sensor readings were used to illustrate our dataset (gas,



6 U. Erol, F. Raimondo and J. Pope et al. / Data in Brief 49 (2023) 109392 

Fig. 3. Communication Systems and Network Research Lab Plan and Node Locations 
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umidity, temperature, and light). We also provide the histograms and time series of the dataset

o show the distribution of sensor readings as can be seen in Fig. 1 and Fig. 2 . 

Each endpoint device of the network is a data collecting unit and consists of a Nordic

RF52840 DK board [10] and the following sensors: 

(1) “ISL29125” Light Sensors: Collects intensity of the light as in Fig. 5 . 

(2) “MMA8452Q” Accelerometer Sensors as in Fig. 5 . 

(3) “BME680” Environmental Digital Sensors: Comprise of gas 

(VOC/CO2), pressure, temperature and humidity sensors as in Fig. 5 . 

The endpoint is identified using both the MAC address and a unique identifier provided by

he vendor of the DK board. To easily locate every sensor deployed in the network, a map of

he devices has been created, as shown in Fig. 4 , where we report only the last digits of the

dentifiers. In case of failure of a device, we can easily find it in the office rooms. 

The DK board and the sensors are connected to every endpoint device using a breadboard.

ommunication is implemented using the I2C interface, where the DK board acts as a master

nd the three sensors act as slaves. 

The endpoints are connected in a mesh topology, where the destination of the endpoints’

ata traffic is a device acting as the edge of the network. To enable communication between the

ndpoints and the edge of the network, we deployed, on the endpoints’ DK board, the Contiki-

G operating system [11] . This provides a full stack implementation for forming mesh networks

sing IEEE 802.15.4 Time Slotted Channel Hopping (TSCH) MAC protocol [12] , an IPv6 network

ayer and a UDP transport layer. The adoption of TSCH provides an effective solution to avoid

nterference and obtain healthy continuous data as shown in Fig. 7 . 

The device used as the edge of the mesh network is an UMBRELLA edge [5] , equipped with

 Nordic nRF52840 SoC and a Raspberry Pi as illustrated in Fig. 6 . The Contiki-ng border router

mplementation has been deployed on the nRF52840 SoC. In this configuration, data is received

y the nRF52840 SoC, using the IEEE 802.15.4 communication standard, and transferred to the

aspberry Pi. 
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Fig. 4. Endpoint with sensors. 

Fig. 5. “ISL29125” light sensor, “MMA8452Q” accelerometer sensor and BME680 environmental digital sensor. 
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Fig. 6. Umbrella edge node. 

Fig. 7. SYNERGIA infrastructure. 
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4. Experiment Control and Monitoring 

On the Raspberry Pi acting as edge, we execute a series of software services, implemented in

Python language, providing three functions: 

1) Control of the experiment 

2) Monitoring of the experiment 

3) Data file format and storage 

The control function communicates with the connected nRF52840 SoC, extracting the data

originated by the endpoints. The monitoring functions verify that all the endpoints are sending

sensor data correctly. The detection of an endpoint failure will be reported, providing the date

of the failure and the identifier of the endpoint. Finally, the data file format and storage func-

tion are responsible for writing the received data in text files, using a Comma-Separated Values

(CSV) format. Moreover, the files are periodically transferred to the server, so that they can be

accessible via a Cloud service. 

Ethics Statements 

The devices were deployed in a university lab space. Access to the area was limited to uni-

versity students and faculty members. Care was taken to protect individual privacy. The data

collection experiment was authorised in accordance with University of Bristol’s research ethics

approvals processes (application reference 10145). The dataset does not contain any personally

identifiable information. 
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